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Dyalog Downloads

This page lists the install images that you are entitled to. If you believe that you are entitled to a version of Dyalog that is not shown here, then please
contact sales@dyalog.com.

Downloads for 17.0

a3 Linux 17.0.34604 classic 2018-10-16
[ Mac 17.0.34686 unicode 2018-10-25
Windows 17.0.34605 classic 2018-10-16
Windows 17.0.34605 unicode 2018-10-16
Linux 17.0.34604 unicode 2018-10-16
Windows 17.0.34605 classic 2018-10-16

Windows 17.0.34605 unicode 2018-10-16




Installing APL

dpkg —1 linux 64 17.0.34604 unicode.x86 64.deb




Installing RIDE 4.1

o




DV O Releases - Dyalog/ride X +

(& @ GitHub, Inc. [US] | https://github.com/Dyalog/ride/releases

) mkromberg (Morte ) APL [} EKGL & kdb - Interprocess ( B The APL Orchard | ¢ “ 2 Notifications

v4.1.3367

@ DyalogJenkins drafted this 24 days ago

v Assets 6

3 ride-4.1.3367_linux.amd64.deb
ride-4.1.3367_linux.amd64.rpm
@ ride-4.1.3367_linux.armhf.deb
ride-4.1.3367_linux.armhfrpm
ride-4.1.3367_mac.pkg

P ride-4.1.3367_windows.zip

Pre-Release of RIDE 4.1
WARNING: This is a pre-release version of RIDE. We cannot guarantee the stability of this product at this time.

Changelog:

A Show all
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Installing RIDE

e Linux:

dpkg —i ride-4.1.3367_linux.amd64.deb

e Windows:

¥ #dyalogl8

Compressed Folder Tools ride

Extract

Extract
all

Extract To
v « ride-4.1.3367_windows.zip » ride v U | Search ride

~

Name N Type

é—,: Dropbox
setup_ride.exe

| . .
12 setup_ride.msi

Application

7@ OneDrive

(%) Qsync

Windows Installer Package



Secure Shell (ssh)

* sshis a widely used protocol for making
executing commands on a remote computer

* Itis always secure (encrypted) even if you log in
with a userid and password

* It supports the use of key pairs to validate login
without a password

o You log in with a user id and a private key

o The ssh client and server negotiate, and if the public
key corresponding to your private key exists in the
right place, you are granted access

o Theright place is typically the file
/home/user/ .ssh/authorized keys
Which contains concatenated public keys




ssh setup

e ssh (secure shell) is the safest way to connect to
a Linux machine.

* If you are going to connect to your machine
from Windows, follow these instructions:

* First, install openssh server if necessary
sudo apt-get install openssh-server

* sshrelies on a key pair, which we will generate




Generate a Key Pair

* Create / verify the existence of a directory called
SHOME/.ssh to store the keys.

* Run the ssh-keygen command to generate public and
private keys:
ssh-keygen -t rsa
* This creates the following files in the SHOME/.ssh
directory:
o Private key: id_rsa
o Public key: id_rsa.pub

_—M.@ifl



Install public key on server

* Append the public key to the authorized keys file on the
Linux machine:

cd ~/.ssh
cat 1d_rsa.pub >> authorized keys

* This will now allow ssh from a client which is able to
present the private key file (id_rsa)

_—%‘7‘31@5.



Install public key on client

* Copy the private key file to the client and give it a
good name like mary . key

* If you are going to use PuTTY, you need to convert it
to .ppk format with PuTTYGen:

o Load the .key file and save it as .ppk

_—%‘7‘31@5.
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g PUTTY Key Generator
File Key Conversions Help

Key
Public key for pasting into OpenSSH authorized_keys file:

ssh-rsa ~
AAAAB3NzaClyc2EAAAADAQABAAABAQDPO0JU7W4kSbNESY2DotV5rs58LZSAgt
cDWKSIVTH8SKdA/7t8gmgwDnGy3GeubxRe8R4218sE

+WnHxkm8tt1bQcbl D5m4Gh0SOS8bPivEtz368J2eqam7X

7S PuTTYgen Notice x

Key fingerpr
Key commef Successfully imported foreign key

(OpensSSH SSH-2 private key (old PEM format)).
To use this key with PUTTY, you need to

use the "Save private key" command to

save it in PuTTY's own format.

Key passphi|

Confirm pas{

Actions

Generate a

Save private key

Load an exig

Save the generated key Save public key

Parameters

Type of key to generate:
®RsA (ODsA

Number of bits in a generated key:

()s5H1 (RSA)

2048

() ECDSA () ED25519

¥ #dyalog18

BP PuTTY Key Generator
File Key Conversions Help

Key
Public key for pasting into OpenSSH authorized_keys file:

ssh-rsa ~
AAAAB3NzaC1yc2ZEAAAADAQABAAABAQDPOoJU7WAKSDNESY2DotVors58LZSAgt
cDWKSI7TH8SKdA/7t8gmgwDnGy3Geu5xRe8R4218sE

+WnHxkmgtt 1bQcbLD5m4Gh0SOS8bPvEtz368J2eggm7X

+Q71xu0Sb9Cd70Agc6twgnP

Key fingerprint: |sshfrsa 2048 ae:15:74:b5:57:37:17:01:b6:08:9a:cc: 7e:50:ed:8d

Key comment: ||mp0rted—0penssh—key

Key passphrase: |

Confirm passphrase: |

Actions

Generate a public/private key pair Generate

Load an existing private key file Load

Save the generated key Save public key Save private key

Parameters

Type of key to generate:
(®RsA (ObsA

Number of bits in a generated key:

() 85H-1(RSA)

2048

(OECDSA () ED25519

rkshop TP2
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Connect with PuTTY

& PuTTY Configuration

Category:

B Session |

Basic options for your PUTTY session
- Logging

& PuTTY Configuration

Category:

EI Terminal Specify the destination you want to connect to
Keyboard Host Name (or IP address) Port
- Bell |mary | |22
- Features Gonnectionty
=} Window onnection type:
- Appearance (ORaw () Telnet ()Riogin (@ SSH () Serial
- Behaviour Load, save or delete a stored session
- Translation
-Selection Saved Sessions
- Colours |mary
=} Connection
-Data AWS-DyalogCompose L=
-Pro AWS-JSONServer

Tel th Alfred Save
- ene Amazon1
TestTwo
debian8 Delete
ma

Rlogin
H SSH
Serial

Close window on exit:
(O Aways () Never (®) Only on clean exit

¥ #dyalog18

- Keyboard
Bell
- Features
= Window
- Appearance
- Behaviour
- Translation
- Selection
- Colours
=} Connection
-Data
- Proxy
- Telnet
- Rlogin
= SSH
- Kex
Host keys
- Cipher
H Auth
X171
- Tunnels
Bugs
--More bugs

Options controling SSH authentication

Serial

About

Workshop TP2

Display pre-authentication banner (SSH-2 only)
|| Bypass authentication entirely (SSH-2 anly)

Authentication methods

Attempt authentication using Pageant

[ ] Attempt TIS or CryptoCard auth (SSH-1)
Attempt "keyboard-interactive” auth (SSH-2)

Authentication parameters

|:| Allow agent forwarding
[ ] Allow attempted changes of username in SSH-2
Private key file for authentication:

|\Users\mkrom\Documents\SSH\mary.ppld| Browse. ..




Exercise 1

Install Dyalog APL under Linux

Install RIDE under Windows or Linux

Use RIDE to start an APL Session on your Linux machine

Create a folder to contain a simple application with one or two

functions that you will turn into a service

o The functions should take JSON-able data

o Experiment with JJISON to see what a suitable argument will look like
in JSON format, and note that down (you will need it in the next

exercise).

Use ]save to populate the folder 7.




JSONServer




JSONServer
e A TCP Server based on Conga

o




P e
[10,31]

e A TCP Server based on Conga

e Uses[JISON to convert
incoming data to APL arrays




JSONServer

POST /GetSign HTTP 1.1
[10,31]
e A TCP Server based on Conga

» Uses JJSON to convert

incoming data to APL arrays
e Calls Function

A ) J
|



JSONServer

POST /GetSign HTTP 1.1
[10,31]
e A TCP Server based on Conga

» Uses JJSON to convert

incoming data to APL arrays
 (Calls Function "Scorpio”

* Converts results back to JSON
and returns HTTP

—_@m@a



JSONServer Features




JSONServer Features

* Can Serve Up

o




JSONServer Features

* Can Serve Up

o Functions in a namespace (including #)

= The Al lowedFns property can be used
to control which functions to expose
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JSONServer Features

* Can Serve Up
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= URLsala localhost:8080/ns/foo




JSONServer Features

* Can Serve Up

o Functions in a namespace (including #)

= The Al lowedFns property can be used
to control which functions to expose

o A folder full of .dyalog files
o Nested folders / namespaces
= URLsala localhost:8080/ns/foo
* Uses [JISON to convert incoming
data & results to or from APL arrays
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JSONServer Features

* Can Serve Up

o Functions in a namespace (including #)

= The Al lowedFns property can be used
to control which functions to expose

o A folder full of .dyalog files
o Nested folders / namespaces
= URLsala localhost:8080/ns/foo
* Uses [JISON to convert incoming
data & results to or from APL arrays

. IC.an be started from the command
ine

Get it from
https://github.com/Dyalog/ISONServer




Exercise 2

* Install JSONServer:
git clone https://github.com/Dyalog/JSONServer

e Start APL and ]load your functions from Exercise 1 into a namespace, for
example:

JNS MyNs
lload /app-folder/x -target=MyNs

e Verify that your functions were loaded.



https://github.com/Dyalog/JSONServer

Exercise 2 - Continued

e Start JSONServer

Jload /Devt/JSONServer/Source/JSONServer

srv<[JNEW JSONServer

)ns Zodiac

Jload C:\D18TP2\ZodiacService\backend\x -target=Zodiac
srv.Codelocation«#.Zodiac

srv.Port«8080

srv.Start
* Test it using browser to localhost:8080 or curl (see below)
srv.Stop
 CURL: .

curl --header "content-type: application/json" F}h
S
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